i tami by TUV AUSTRIA Multi-Factor Authenticator
(MFA) registration and log in quick guide

Welcome to the tami by TUV AUSTRIA. If you are reading the guide it means that you have received
the activation email to access your i tami by TUV AUSTRIA and proceed to activate the MFA
authentication system and enter the tami by TUV AUSTRIA portal.

Together with the activation email containing the username and the steps to follow to activate the MFA
authentication system in order to log in to the i tami by TUV AUSTRIA portal, you will receive a
second email separately containing the password for the username sent in the first email.

Guidance

So let’s start....

if your organization does not use microsoftonline services you can skip the initial step described in
picture 1 and proceed directly to the next step described in picture 2.

Depending on the settings of your organization (company) when using Microsoft Office Online
Platform, it may be necessary to connect with a different Microsoft Office Online account in order to
getlog in to .:=tami by TUV AUSTRIA.

To do that, follow the https://portal.azure.com/,just find and “click” the “Avatar” icon which is situated
on the top right corner and “click” the “Sign out” button to sign out from the account you are just signed
in, as follows:

= Microsoft Azure £ Search resources, services, and docs (G+/)

Welcome to Azure!

Don't have a subscription? Check out the following options.

Start with an Azure free trial Manage Azure Active Directory Access student benefits
Get $200 free credit toward Azure products and services, Manage access, set smart policies, and enhance security Get free software, Azure credit, or access Azure Dev Tools
plus 12 months of popular free services. with Azure Active Directory. for Teaching after you verify your academic status
Start viw [T —
Azure services
https-//portal azure.com/# (LT o v ru — = - BE N %4
Picture 1
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https://portal.azure.com/

Close the active tab and/or open a new one. Type the address https://tami.tuvaustria.com/login to

reach . tami by TUV AUSTRIA and fill in with the “Username” and “Password” via email and “click”
“Sign in™:

Y

Sign in with your organizational account

your_username@customer.tuvaustria.com

your_password

= <o

Azure Multi-Factor Authentication

ACHTUNG: Bitte stellen Sie vor der ersten Anmeldung
sicher, dass Sie Ihren Benutzer registriert haben.
Klicken Sie hier fur die Registrierung.

ATTENTION: Before logging in for the first time, please
make sure that you registered your user account. Click
here for registration.

Picture 2

In this phase you are informed that required additional information to verify your account and you will
be redirected in 5 seconds to the “Account set up” page.

vy

AUSTRIA
b 3 For security reasons, we require additional information

N },/"K/ y = to verify your account (tami-
tte@customer.tuvaustria.com)

=

You will be automatically redirected in 5 seconds to set
up your account for additional security verification.
Once you have completed the setup, please return to
the application you are attempting to access.

If you are not redirected automatically, please click
here.

© 2016 Microsoft  Register / HowTo
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https://tami.tuvaustria.com/login

On the redirected page, fill in again the “Username” and “Password” fields and “click” “Sign in” in order
to start MFA registration setup:

TOV

AUSTRIA

Sign in with your organizational account

[vour_username@customer.tuvaustria.com |

your_password

son Passwort ancem

Picture 4

On the next page please choose the preferred option if you wish to:

@R @ ustomer.tuvaustria.com
Stay signed in?

Do this to reduce the number of times you are asked
to sign in.

D Don't show this again

Picture 5
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Press “Next”....

AusTRIA

S @ customer.tuvaustria.com

More information required

Your organisation needs more information to keep
your account secure

se a di

Learn more

Picture 6

At this point you need to download and install the app on the mobile device :

Keep your account secure

Your organisation requires you to set up the following methods of proving who you are.

Microsoft Authenticator

e Start by getting the app
On your phone, install the Microsoft Authenticator app. Dow

After you install the Microsoft Authenticator app on your device, choose “Next”.

want to use a different authenticator app

want to set up a different method

Picture 7
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You can also have the opportunity to use different methods of authentication apart from using the
Microsoft Authenticator App such as receiving a phone call from the Automated Microsoft Voice Portal

or receiving OTP SMS to approve access to i tami by TUV AUSTRIA. To reach these methods you
can press the option “l want to set up a different method” which is located on the bottom left side of the
tab “Microsoft Authenticator” as seen in the picture 8 and picture 9 below and follow the steps:

I(eep your account secure

Your arganisation requires you to set up the following methods of proving who you are.

Microsoft Authenticator

0 Start by getting the app
On your phone, install the Microsoft Authenticator app. Download now

After you install the Microsoft Authenticator app on your device, choose "Next".

I want to use a different authenticator app

:> Lwant to set up a different methad

Picture 8

Choose a different method

Which method would you like to use?

Authenticstor app I

Phone

Picture 9
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Alternatively follow the link https://www.microsoft.com/en-us/security/mobile-authenticator-app to get
information how to download the Authenticator-app according to your device...

Or scan the following QR code with your mobile device...

Google Play App Store

Picture 10
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https://www.microsoft.com/en-us/security/mobile-authenticator-app

Find Microsoft Authenticator App, do the installation needed and press “Open:

< microsoft authenticator app

About these results ©

Microsoft Authenticator
0 Microsoft Corporation m

47% 50M+ 3]
M reviews Downloads PEGI3 @

No more passwords, easier sign-in, and greater protection for your
accounts.

You might also like

ri-.

Viber - Safe Chats And ~ Microsoft Teams Adobe Acrobat Reader.
Calls Vs Edit PDF
a4% 4.6%

Similar apps

Picture 11

1) The first time you will open Microsoft Authenticator App you will be asked to accept if you want
to share your app usage data with Microsoft for improvements.....just press accept to proceed.

2) On the next page that appears, press “Skip” on the upper right corner.

3) Then press “Add Account”.

Authenticator

[

Let's add your first account!

2
@
) \\t)

We need your help to improve

Microsoft needs to collect required diagnostic data to keep Authenticator
secure and updated. This doesnt include your name or sensitive data.

o Improve the app by sharing your app usage data

For further assistance, see the Help
Peace of mind for your digital life section in the menu

Secure your accounts with multi-factor
authentication
vihentieatio Add account
Sign in with Microseft
B Asaworkor schoot sccount ﬁ

= Scan a OR code

Micresoft Privacy Statement

Already have a backup?
Sign in to your recovery account.

vl be shared by your occount provider
{e.g Microsoft, Google, Facebook) or organization
Restore from backup Begin recovery

N o) = ® -]

Authenticator ~ Passwords Payments Addresses Verified IDs

Picture 12
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4) Choose “Work or school account” option,
5) Then “Scan a QR code” to enable the camera of your mobile device
6) And press “ALLOW?” to the “Authenticator” app to have access.

< Add account

What kind of account are you adding?
=H Personal account

B Workor school account @

ﬂ Other account (Google, Facebook, etc.)

Add work or school account

5] Allow Authenticator
85 seana cRcode to take pictures a

¥ sonin record video?

CANCEL DENY ALLOW

Picture 13

At this point you have to return to your browser and press “Next” button to continue the MFA
configuration process...

Keep your account secure

Your organisation requires you to set up the following methods of proving who you are.

Microsoft Authenticator

9 Start by getting the app
On your phone, install the Microsoft Authenticator app. Download now

After you install the Microsoft Authenticator app on your device, choose “Next”.

vant to use a different authenticator app

want to set up a different method

Picture 14
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Press next again...

Keep your account secure

Your erganisation requires you to set up the following methods of proving who you are.

Microsoft Authenticator

Set up your account

f prompted, allow natifications. Then add an account, and select “Work or school

Picture 15

7) you have to scan the QR code with your mobile device.

Keep your account secure

vider will display

Your organisation requires you to set up the following methods of proving who you are.

Microsoft Authenticator

[Scan the QR code

Use the Microsoft Authenticator app to scan the QR code. This will connect the Microsoft Authenticator
app with your account.

After you scan the QR code, chouse “Mext"

Can't scan image?

OR ENTER CODE MANUALLY

Lwant to set up a different method

Picture 16
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Once you scan the QR code as seen on the previous picture press next on your browser to go to the
next page. That means that your account is added successfully. In that page you will be asked to enter
the 6-digit code shown in the Microsoft Authenticator App or to "Approve sign-in" if you receive the
notification.

8) In order to get a 6-digit code from your Microsoft Authenticator App on your mobile tap to the
username is shown on your mobile device to get into your account and...

Authenticator

TOV Austria _ .
G customer.tuvaustria.com R TUV Austria
(@customer.tuvaustria.com

One-time passwords enabled
You can use the one-time password codes generated by this
app to verify your sign-ins

One-time password code

©

i

() » =] ® +=]

Authenticator ~ Passwords Payments Addresses Verified IDs

Picture 17
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9) ...enter the code as seen in the picture below and press next:

Keep your account secure

Your organisation requires you to set up the following methods of proving who you are. R TOV Austria

£ @customer.tuvaustria.com

Microsoft Authenticator

One-time passwords enabled

Enter code

&

p d cod by this
Enter the 6-digit code shown in the Microsoft Authenticator app. app to verify your sign-ins

Enter the code here and press next One-time password code

TR

Back

Lusany ffor i Skip setup ﬁ

Picture 18

Congratulations!!!

The MFA Authentication completed successfully. Now you can close the window.

Microsoft Authenticator app was successfully x
registered

Keep your account secure

Sun, 11 Sep 2022 15:54:16 GMT

Your organisation requires you to set up the following methods of proving who you are.

Success!

Great job! You have successfully set up your security info. Choose "Done” to continue signing in

Default sign-in method:

@ Microsoft Authenticator

Picture 19
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Now we are going to log in into «:tamiby TUV
AUSTRIA and verify our login through Microsoft
Authenticator

Open a new window in the browser and type in the address bar https://tami.tuvaustria.com/login press

enter to get the i tami by TUV AUSTRIA login page and log in with your username and your
password:

474

Sign in with your organizational account

your_username@customer.tuvaustria.com

your_password

= <o

Azure Multi-Factor Authentication

ACHTUNG: Bitte stellen Sie vor der ersten Anmeldung
sicher, dass Sie Ihren Benutzer registriert haben.
Klicken Sie hier fur die Registrierung.

ATTENTION: Before logging in for the first time, please
make sure that you registered your user account. Click
here for registration.

Picture 20

There are two methods to verify your access through “Microsoft Authenticator” App:

1) The first method is to enter a 6-digit password you find from your “Microsoft Authenticator”
App to the verification code field and press “Sign In” as shown below:

TUV

AUSTRIA

For security reasons, we require additional information
to verify your account (tami-
tte@customer.tuvaustria.com)

Enter the verification code from your mobile app.

Verification code

‘[} nter your verification code I

Use a different verification option

Merosoft  Register / HowTo

Picture 21
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https://tami.tuvaustria.com/login

2) The second method is to receive an “Approve Notification” to your mobile device during sign in
as follows:

‘\

I
< -t T
Authenticator H u

) T ‘ AUSTRIA

® Approve sign-in?

TOV Austria
tami-tte@customertuvaustria.com

For security reasons, we require additional information

DENY APPROVE -1 to verify your account (tami-
tte@customer.tuvaustria.com)

Open your Microsoft Authenticator app and approve
the request to sign in.

Use a different verification option

© 2016 Microsoft  Register / HowTo.

Picture 22

No matter which of the two methods you have used, when the process is successful the i tami by
TUV AUSTRIA portal will appear...

Cockpit

Q Lo
& Ssupplier Overall condition of the facilities d ° Activity
= Regulztons Suppfier

228 (65%)
® Centfica Completed nspectons witnout deviations
g ® 40(11%)
@ Calendar Not inspected
g ® 66 (19%)
B Recorts Due inspections o

®17(5%) | >
& Profile Completed nspections wih deviations R
@ Seting .
65% 2 5%
Q search 2 &
Inspections Inspections in current quarter Inspections in next quarter Regulations covered

351 90 105 47
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